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Scope

This document is intended as a general guide for configuring a basic installation of the Cisco Unified
Communications Manager Version 12.5 (CUCM 12.5) for use with the Brooktrout SR140 Fax over IP (FolP)
software platform. The interoperability includes SIP call control and T.38/T.30 media.

The specific version of CUCM tested was 12.5.1.100000-2

For ease of reference, the Brooktrout SR140 Fax Software and Brooktrout TR1034 Fax Boards will sometimes
be denoted herein, respectively, as SR140 and TR1034. The Cisco Unified Communications Manager will be
denoted herein as CUCM 12.5 or Cisco CUCM 12.5, or some other form thereof. All references to the SDK
herein refer to the Brooktrout Fax Products SDK.

This document is not intended to be comprehensive and thus does not replace the manufacturer’s detailed
configuration documentation. Users of this document should already have a general knowledge of how to
install and configure the CUCM 12.5.

The sample configuration shown and/or referred in the subsequent sections was used for lab validation testing
by Enghouse Interactive/Dialogic. As the lab system did not have an external PSTN or SIP trunk interface the
testing was done between two different SR140 systems. Each system was configured with its own SIP trunk
interface configured within the CUCM environment. The CUCM was then configured to route calls based on the
numbers that were dialed to either of the two systems. Therefore, it is possible and even likely that the
example configuration will not match the exact configuration and versions that would be present in a deployed
environment. However, the sample configuration provides a possible starting point to work with the
equipment vendor for configuring your device. Please consult the appropriate manufacturer’s documentation
for details on setting up your specific end user configuration.

Prerequisites

No special requirements to note.

Summary of Limitations

No special limitations to note.
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Configuration Details

Cisco Unified Communication Manager 12.5 — SIP / SIP Configuration

Vendor

Cisco

Model

Cisco Unified Communication Manager

Software Version

12.5.1.100000-2

Protocol to SR140 (1)

Sip

Protocol to SR140 (2)

SIp

Brooktrout SR140 Fax Software

Vendor Enghouse Interactive/Dialogic
Model Brooktrout SR140 Fax Software
Software Version SDK 6.13

Protocol to CUCM Sip

callctrl.cfg file

SDK 6.13 — with recommended settings for
SIP_From and SIP_Contact
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Network System Configuration

The diagram below details the sample configuration used in connection with the Configuration.

Cisco CUCM 12.5

Call Co

‘Q s
a%u%h
S

Call Control:
SIP

1P

SR140 Fax
Server (1)

Media: T.3i/ s
or G.711 SR140 Fax
Server (2)

Diagram Notes:

e SR140 Fax Server = Fax Server including Brooktrout SR140 Fax Software and third-party fax application.
In this test, two different fax servers were used to route calls between them through the CUCM.

Network Addresses

Device # Device Make, Model, and Description Device IP Address
1 Brooktrout SR140 (1) 10.50.50.101
2 Cisco Unified Communication Manager 12.5 10.51.53.175
3 Brooktrout SR140 (2) 10.50.50.102

Dialing Plan Overview

To call the SR140 (1) from SR140 (2), dial 201021XXX, where x is a number between 0 and 9.
To call the SR140 (2) from SR140 (1), dial 201022XXX, where x is a number between 0 and 9.
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Brooktrout SR140 Fax Software Setup Notes

For the sample test configuration, the SR140 was configured using the default values, consult the
Brooktrout Fax Products Installation and Configuration Guide for details.

The Installation and Configuration Guides are available from the site:

http://www.dialogic.com/manuals/brooktrout/default.htm

Note: DHCP cannot be used.

CUCM 12.5 Setup Notes

alul  Cisco Unified CM Administration [TV Cisco Unificd CM Administration
€ISEC  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation  About  Logeut

System ~  Call Rouling ~ Media Resources v  Advanced Features = Device v  Applicaion ~  User Management v  Bulk Administration ~ Help +

‘3 Smart Software Licensing: The system is currently unregistered and running in Evaluation mode with 70 days r ini i ‘with Smart Software or
=) Smart Software Manager satellite to avoid losing the ability to provision users and devices.

& WARNING: No backup device is configured. This is required to recover your system in case of failure.

Cisco Unified CM Administration
System version: .5.1.10000-2

VMware Installation: 1 vCPU Intel(R) Xeon(R) CPU E5-2660 v4 @ 2.00GHz, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned

User €CMAdministrator last logged in to this cluster on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.90.246.193 using HTTPS

Copyright © 1999 - 2018 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to impart, export, distribute or use encryption.
Importers, exporters, distributors and users are responsible for compliance with U.S. and local country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Repart web site.

For ion about Cisco Unified C: Manager please visit our Unified C System ion web site.

For Cisco Technical Support please visit our Technical Support web site.

®100% -

The CUCM 12.5 configuration values that were used in the sample configuration involve configuring the
following items:

e Configure SIP Trunk Security Profile

e Configure SR140 (1) Trunk

e Configure SR140 (2) Trunk

e Configure Call Routing



http://www.dialogic.com/manuals/brooktrout/default.htm

Brooktrout SR140 Fax Software with Cisco Unified Communications Manager 12.5
Installation and Configuration Integration Note

Configure SIP Trunk Security Profile

Using a web browser, log into CUCM 12.5. The following Cisco Unified CM Administration screen appears.

From the menu select System | Security | SIP Trunk Security Profile

.. Cisco Unified CM Administration [TROPREERY Cisco Unified CM Administration V|
CISCO  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation ~ About  Logout

System ~ | Call Routing ~ Media Resources ~  Advanced Features + Device v  Application ~ User Management ~  Bulk Administration ~  Help v
Server
Cisco Unified CM

Gisco Unified CM Group sing: The system is_ curr(?nlly unregistered anq l_'unnl'ng in Evalual_iun mode with 70 days r i i with Smart Software
ger satellite to avoid losing the ability to provision users and devices.

Presence Redundancy Groups
Phone NTP Reference device is configured. Thi:

is required to recover your system in case of failure.
DatefTime Group

BLF Presence Group

Region Informatien »

Device Pool

Device: Mobility »

T [ tel(R) Xeon(R) CPU E5-2660 v4 @ 2.00GHzZ, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned
LDAP »

SAML Single Sign-On

Cross-Origin Resource Sharing this cluster on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.90.246.133 using HTTPS.
(CORS)

ne.
Location Info »
MLPP ¥ |es and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption.
e fs are responsible for compliance with U.S. and local country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.5. and local laws, return this product
SRST

Iryptographic products may be found at our Export Compliance Product Report web site.
Enterprise Parameters
unications Manager please visit our Unified Ct lications System ion web site.

Enterprise Phone Configuration

DD 3
P r Technical Support web site,

Security > Certificate

Application Server Phone Security Profile
Licensing ’ SIP Trunk Security Profile
Geolocation Gonfiguration CUMA Server Security Profile
Geoloc: iter

E911 Messages

hitps://10.51,53.175/ cemadmin/sipTrunkSecurityProfileFindList.do 0% v

Click Add New

aluly  Cisco Unified CM Administration IRV Cisco Unified CM Administration ™|

€1S€O  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation  About  Logout

System » CallRouling v Media Resources v  Advanced Features v Device ~  Application v User Management ~  Bulk Administration v Help v

and List SIP Trunk Secur

o AddNew [11] Selectall [1] Clear Al % Delete Selecied

Profiles.

‘ @ 3 records found ‘

SIP Trunk Security Profile  (1-3 of 3)

Find SIP Trunk Security Profile where [Name /[ begins with | [ Find ][ clear Fitter ][ ][ =]
O Narma = Descrption =
[} Non Secure SIP Conference Bridge Mon Secure SIP Conference Bridge i}
D Non Secure SIP Trunk Profile MNon Secure SIP Trunk Profile authenticated by null String (1)

[ Add new |[ select Al |[ clear anl || Delete Selected

®I00% -
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Enter a Name: Dialogic Non Secure SIP trunk Profile (for example)
Enter a Description: Dialogic Brooktrout SR140 (for example)
Change Outgoing Transport Type to UDP

. Cisco Unified CM Administration Navigation [ co |
For Cisco Unified Communications Solutions CCMAdministrator Search Documentation About Logout
System v  Call Roufing v Media Resources Advanced Features v Device v  Application v User Management v Bulk Administrafion +  Help ~+
SIP Trunk Security Profile Configuration CEETERITRTE Back To Find/List v || Go |
(& save
~
@ Status: Ready
[ SIP Trunk Security Profile
Name™* [piatogic Non Secure S1P Trunk Profile |
Description [piatogic Brookirout sR140 |
Device Security Mode [Non Secure v]
Inceming Transport Type* [rce+upp v
Outgoing Transport Type
[JEnable Digest Authentication
Nonce Validity Time (mins)* 600
Secure Certificate Subject or Subject Alternate Name
Incoming Port* s080
[JEnable Application level authorization
[ accept presence subseription
[] Accept out-of-dialog refer**
[ Accept unsolicited notification
[J Accept replaces header
[ Transmit security status
Dl allow charging header
SIP V150 Outbound SDP Offer Filtering™® [Use Default Filter ~
v

®100% ~

Click Save

aliil,  Cisco Unified CM Administration
cisco

[WPRRERY Cisco Unified CM Administration v

CCMAdministrator  Search Documentation  About  Logout

For Cisco Unified Communications Solutions:

System ~ Call Routing ~ Media Resources ~  Advanced Features v Device ~  Application v  User Management ~

Bulk Administration v  Help v

SIP Trunk Security Profile Configuration

CEEENIT Back To Find)Lis | Go |
H Save x Delete GCopy ‘E—l Reset # Apply Conig dl} Add New
~
@ Status: Ready
[ SIP Trunk Security Profile
Name™* pialogic Non Secure S1P Trunk Profile |
Description [piatogic Brooktrout sR140 |
Device Security Mode [Mon Secure v]
Incoming Transport Type * [tce+upp v
Outgoing Transport Type [uoe <]
[enable pigest Authentication
Nonce Validity Time (mins)* 600
Secure Certificate Subject or Subject Alternate Name
Incoming Port™* 5060
[JEnable Application level authorization
[J Accept presence subscription
[ Accept out-of-dialog refer**
[ accept unsalicited notification
[J Accept replaces header
[Jransmit security status
Catlow charging header
SIP V.150 Outbound SDP Offer Filtering™ [Use Default Filter <
Aoy Confiy v
BI00% -
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Configure SR140 (1) Trunk

Using a web browser, log into the Cisco Unified CM Administration screen
From the menu select Device | Trunk

Cisco Unified CM Administration
For Cisco Unified Communications Solutions

[RPPMERY Cicco Unified CM Administration v | Go |

CCMAdministrator  Search Documentation  About  Logout

Srmo G (e v A o[ o i o Ui e (E

€Tl Route Point

Gatekeeper

ﬂ Smart Software Licensing: The system is c| Gateway lunning in Evaluation mode with 70 days r ini i with Smart Software or
23 Smart Software Manager satellite to avoid hone lon users and devices.

& WARNING: No backup device is configured T I your system in case of failure.

Remote Destination
Device Settings

Cisco Unified CM Administration

System version: 12.5.1.10000-2

VMware Installation: 1 vCPU Intel(R) Xeon(R) CPU E5-2660 v4 @ 2.00GHz, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned

User CCMAdministrator last logged in to this custer on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.50.246.193 using HTTPS
Copyright ® 1995 - 2018 Cisco Systems, Inc.
Al nghts reserved.

[ This product contains cryptographic features and is subject to United States and lacal country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption.
Importers, exporters, distributors and users are responsible for compliance with U.S. and lacal country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.5. and local laws, return this product
immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For information about Cisco Unified Communications Manager please visit our Unified C fions System web site.

For Cisco Technical Support please visit our Technical Support web site.

https://10.51.53.175/ccmadmin/trunkFindList.do 0% v

The following screen will appear. Press Add New to add a new SIP Trunk

uluiln  Cisco Unified CM Administration
€150 For Gisco Unified Communications Solutions

(VAR Cicco Unified CM Administration V| Go |
CCMAdministrator Search Documentation About Logout

System +

Gall Routing +

Media Resources ~  Advanced Features ~ Device v  Application ~

User Management

Bulk Administration ~  Help +

Find and List Trunks

OF Add New

Trunks

Find Trunks where [Device Name  [begins with _v| |[ Find || clear Fiter || ][ =]
Select item or enter search text v

No active query. Please enter your search criteria using the options shove.
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Select SIP Trunk for the Trunk Type. Click Next

[BFRY Cisco Unified CM Administration | Go |

CCMAdministrator About

aliih,  Cisco Unified CM Administration
€IS€0  kor Cisco Unified Communications Solutions

Search Documentation Logout

Call Rouiing »  Media Resources v  Advanced Features » Device v  Applicaion v  User Management v Bulk Adminisiraion +  Help v

System
Trunk Configuration Related Links: | Go |
W e

@ Status: Ready

Trunk

Trunk Type* - Not Selected -

1 H.225 Trunk (Gatekeeper Controlled)
Inter-Cluster Trunk (Gatekeeper Controlled)

Inter-Cluster Trunk (Non-Gatekeeper Controlled’

Device Protocol

@ *- indicates required item.

Accept the default Trunk Service Type. Click Next

aluli.  Cisco Unified CM Administration (YRR Cisco Unified CM Administration
€ISCO  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation ~ About  Logout

System v~  Gall Routing ~  Media Resources v  Advanced Features ~ Device v  Application ~ User Management v  Bulk Administration ~ Help

nfiguration Related Links: | co |

’Me:d

‘ @ Status: Ready ‘

Trunk

Trunk Type* [s1P Trunk v]
Device Protocol®  [S1P. ]
Trunk Service Type* [None(Default) V]

@ *- indicates required item.

10
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Select SIP for the Device Protocol and press Next.

Set the following:
e Device Name: SR140-SIP (for example)
e Device Description: SR140-SIP (for example)

e Device Pool: Default

e (Call Classification: OffNet

e Destination Address: 10.50.50.101 (Use the IP address of your SR140 server)
e S|P Trunk Security Profile: Dialogic Non Secure SIP Trunk Profile (for example)

e S|P Profile: Standard SIP Profile

alul  Cisco Unified CM Administration

[WPRNN Cisco Unified CM Administration |
cisco

For Cisco Unified Communications Solutions. CCMAdministrator  Search Documentation  About  Logout

System v~  Gall Routing v  Media Resources ~  Advanced Features v Device +  Application ~  UserManagement v  Bulk Administration v  Help +

Trunk Configuration Related Links:
[ save
~
® Status: Ready
[ Device i
Product: SIP Trunk
Device Protocol: sIP
Trunk Service Type None(Default)
Device Name™* [sr140-s1P |
Description [sr120-s1P ]
Device Pool* [Default V]
Common Device Cenfiguration [= None > v
call Classification* [offet V]
Media Resource Group List [< mone = v]
Location* [Hub_None v]
AAR Group [< mene > V|
Tunneled Protocol® [none v
QSIG Variant® No Changes v
ASN.1 ROSE OID Encoding™* No Changes b
Packet Capture Mode™® [none v
Packet Capture Duration [0 |
[ media Termination Point Required
Retry Video Call as Audio
[SIP o

[ pestination Address is an SRV

Destination Address Destination Address IPv6 Destination Port Status Status Reason Duration
1* [10.50.50.101 Il | [s0s0 n/A /A /A [=RNE]
MTP Preferred Originating Codec™ 711ulaw %
BLF Presence Group* [Standard Presence group v]
SIP Trunk Security Profile® [Dialogic Non Secure SIP Trunk Profile v
Rerouting Calling Search Space [= wone = v
Qut-Of-Dialog Refer Calling Search Space [< None > V]
SUBSCRIBE Calling Search Space [< Mone = v
SIP Profile [Standard SIP Profile V| view Details
DTMF Signaling Method* [wo preference v]
Script
Nermalization Script ‘ < None = v
Enable Trace
Parameter Name Parameter Value
1 B 8

This trunk connects to a recording-enabled gateway

() This trunk connects to other dlusters with recording-enabled gateways

- ion C

Geolocation [< Mone > v

Geolocation Filter [ < None > v

[send Geolocation Information

v

11
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Click Save

A reset message will appear, Click OK.

Message from webpage X

The configuration changes will not take effect on the trunk
! until a reset is performed, Use the Reset button to execute
the reset.

Press Reset, then click Close

% Reset @ Restart

rStatus

@ Status: Ready

r Reset Information

Selected Device: SR140-SIP (SR140-5IP ; SIP Trunk)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. Te return to the previous window without
resetting/restarting the device, click Close.

Note:

Resetting a gateway/trunk/media devices drops any calls in progress that are using that
gateway/trunk/media devices. Restarting a gateway/media devices tries to preserve the calls in progress that
are using that gateway/media devices, if possible. Other devices wait until calls are complete before restarting
or resetting. Resetting/restarting a H323 device does not physically reset/restart the hardware; it only
reinitializes the configuration loaded by Cisco Unified Communications Manager.

| Reset || Restart || Close |

®100% ~

Configure SR140 (2) Trunk

Under normal deployments the second trunk will be used to bring in a PSTN connection either through a SIP
trunk using an SBC like the Cisco CUBE, or through a PRI through a Cisco voice router. In most cases this will
already be configured for your voice usage. You will want to confirm that the following setting are set to
support fax.

The following section describes how the second trunk was configured for this testing. It is similar to the
previous trunk configuration but with a different IP address and a different route pattern that will be
configured to route to this trunk versus the first one.

12
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Using a web browser, log into the Cisco Unified CM Administration screen.

alih,  Cisco Unified CM Administration
€1SE€0  Eor Cisco Unified Communications Solutions

[RWRREN Cicco Unified CM Administration v | Go |

CCMAdministrator  Search Documentation  About

Logout

System ~  Call Rouling v Media Resources v  Advanced Features = Device v  Application ~ User Management v  Bulk Administration = Help

Smart Software Licensing: The system is currently unregistered and running in Evaluation mode with 70 days r ini i ‘with Smart Software or
Smart Software Manager satellite to avoid losing the ability to provision users and devices.

WARNING: No backup device is configured. This is required to recover your system in case of failure.

Cisco Unified CM Administration
System version: 12.5.1.10000-2

‘VMware Installation: 1 vCPU Intel(R) Xeon(R) CPU E5-2660 v4 @ 2.00GHz, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned

User CCMAdministrator last legged in to this cluster on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.90.246.193 using HTTPS

Copyright © 1995 - 2018 Cisco Systems, Inc.
Al rights reserved.

This product centains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to impert, export, distribute er use encryption.
Importers, exporters, distributors and users are responsible for compliance with U.5. and local country laws. By using this product you agree to comply with applicable laws and regulations. 1f you are unable to comply with U.S. and local laws, return this product
immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Complionce Product Report web site.

For i ion about Cisco Unified C: iications Manager please visit our Unified C ications System ion web site.

For Cisco Technical Support please visit our Technical Support web site.

HA00%

alli,  Cisco Unified CM Administration PRVAREN Cicco Unified CH Administration v | Go |
cisco

For Cisco Unified Communications Solutions. ccMAdministrator  Search Documentation  About  Logout

Srmo G (Eovem o Ao oG ol s Toiamas iihmems e

CTI Route
Galekeeper
Q Smart Software Licensing: The system Gateway unning in Evaluation mode with 70 days r i with Smart Software or
=) Smart Software Manager satellite to avoid onone lon users and devices.
Q WARNING: No backup device is cunfigured‘ .  your system in case of failure.

Remote Destination
Device Seflings
Cisco Unified CM Administration
System version: 12.5.1.10000-2

VMware Installation: 1 vCPU Intel(R) Xeon{R) CPU ES-2660 v4 @ 2.00GHz, disk 1: B0Gbytes, 6144Mbytes RAM, Partii

User CCMAdministrator |ast logged in to this cluster on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.90.246.183 using HTTPS.

Copyright ® 1999 - 2018 Cisco Systems, Inc.
Al nights reserved.

This product contains cryptoaraphic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption.
Importers, exporters, distributors and users are responsible for compliance with U.S. and local country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product
immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For on about Cisco Unified C Manager please visit our Unified C ications System web site.

For Cisco Technical Support please visit our Technical Support web site.

https://10.51.33.173/ccmadmin/trunkFindList.do H100% v

13
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Cisco Unified CM Administration [EORRREAN Cisco Unified CM Administration V| Go |

alnaln
CCMAdministrator  Search Documentation ~ About  Logout

For Cisco Unified Communications Solutions:

Media Resources ~  Advanced Features + Device v  Application ~  User Management ~  Bulk Administration ~  Help +

Gall Routing +

System +

Find and List Trunks
P Add New

Trunks

Find Trunks where [Device Name  [begins with v |[ Find || clear Fiter || ][ =]

Select item or enter search text v

No active query. Please enter your search criteria using the options shove.

Select SIP Trunk for the Trunk Type. Click Next

IR Cisco Unified CM Administration |

About  Logout

Search Documentation

alnln
cis CCMAdministrator

For Cisco Unified Communications Solutions:

System v Call Rouling ~ Media Resources »  Advanced Features ~ Device v  Application ~ User Management ~  Bulk Administration v Help v

Related tinks: [ Go |

Trunk Configuration

»Mex\

@ Status: Ready

Trunk

Trunk Type* [~ Not Selected -

* |H.225 Trunk (Gatekeeper Controlled)
Device Protocol™ |, & = Cluster Trunk (Gatekeeper Controlled)
Inter-Cluster Trunk (Non-Gatekeeper Controlled’

@ *- indicates required item.

14
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Accept the default Trunk Service Type. Click Next

alul  Cisco Unified CM Administration [V PRRRY Cisco Unified CM Administration | Go |
€ISC€0  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation  About  Logout

System ~  Call Rouling v  Media Resources v  Advanced Features = Device v  Application =  User Management v  Bulk Administration = Help +

Trunk Configuration CECRE N TRTRY Back To Find/List v | Go |

L=
‘ @ Status: Ready ‘

Trunk

Trunk Type* [SIP Trunk vl
Device Protocol®  [sIP ]
Trunk Service Type* [None(Default) v]

@ *- indicates required item.

Set the following:
o Device Name: SR140-SIP-2 (for example)

e Device Description: SR140-SIP-2 (for example)
e Device Pool: Default
e Call Classification: OffNet
e Destination Address: 10.50.50.102 (Use the IP address of your SR140 server)
e SIP Trunk Security Profile: Dialogic Non Secure SIP Trunk Profile (for example)
e S|P Profile: Standard SIP Profile
il Cisco Ur::jed cM Admir:istration Navigation

Device ~ Application ~ User Management ~  Bulk Administration ~  Help +

System + Call Routing ~  Media Resources ~  Advanced Features v

Trunk Configuration Related Links: | Go |
E Save

@ Status: Ready

rDevice
Product: SIP Trunk
Device Protocol: SIP
Trunk Service Type None(Default)
Device Name™* [sr1a0-s1P2 |
Description [sR140-s1P-2 ]
Device Pool* [Defautt V]
Common Device Configuration [< Mone = v
Call Classification* [offNet v]
Media Resource Group List [<hone > v]
Location* [Hub_None v
AAR Group [< Mone = V]
Tunneled Protocol* [none V]
QSIG Variant® No Changes v
ASN.1 ROSE OID Encoding* No Changes hd
Packet Capture Mode® [none v
Packet Capture Duration [o ]
[ media Termination Point Required
[VIRetry video Call as Audio

15
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SIP

[ Destination Address is an SR

Destination Address Destination Address IPv6 Destination Port Status Status Reason Duration
1* [10.50.50.102 [ | [s060 N/A N/A N/A
MTP Preferred Originating Codec™ 711ulaw A4
BLF Presence Group* [Standard Presence group v]
SIP Trunk Security Profile® [Dialogic Non Secure SIP Trunk Profile v
Rerouting Calling Search Space [= None > v
Out-Of-Dialog Refer Calling Search Space [ None = V]
SUBSCRIBE Calling Search Space [= None > v
SIP Profile® [Standard siP Profile ] view Details
DTMF Signaling Method* [Mo Preference vl
Script
Normalization Script [< None > v
Enable Trace
Parameter Name Parameter Value
1 ®H =

his trunk connects to a recording-enabled gateway

© This trunk connects to other clusters with recording-enabled gateways

[ Geolocation C

Geolocation [ none > v

Geolocation Filter [ < None - V]

[ send Geolocation Information

Click Save

A reset message will appear, Click OK.

Message from webpage X

The configuration changes will not take effect on the trunk
until a reset is performed. Use the Reset button to execute
the reset.

Press Reset, then click Close

% Reset @ Restart

r Status

@ Status: Ready

 Reset Information

Selected Device: SR140-SIP-2 (SR140-SIP-2; SIP Trunk)

If a device is not registered with Cisco Unified Communications Manager, you cannot reset or restart it. If a
device is registered, to restart a device without shutting it down, click the Restart button. To shut down a
device and bring it back up, click the Reset button. To return to the previous window without
resetting/restarting the device, click Close.

Note:

Resetting a gateway/trunk/media devices drops any calls in progress that are using that
gateway/trunk/media devices. Restarting a gateway/media devices tries to preserve the calls in progress that
are using that gateway/media devices, if possible. Other devices wait until calls are complete before restarting
or resetting. Resetting/restarting 8 H323 device does not physically reset/restart the hardware; it only
reinitializes the configuration loaded by Cisco Unified Communications Manager.

| Reset || Restart || Close |

F100% -
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Configure Call Routing
Using a web browser, log into the Cisco Unified CM Administration screen.

[EWER Cisco Unified G Administration v

For Cisco Unified Communications Solutions. CCMAdministrator  Search Documentation ~ About  Logout

cisco

System v~  Gall Routing ~  Media Resources v  Advanced Features ~ Device v  Application ~  User Management v  Bulk Administration ~ Help

‘A Smart Software Licensing: The system is currently unregistered and running in Evaluation mode with 70 days r ini i ‘with Smart Software or
=3 Smart Software Manager satellite to avoid losing the ability to provision users and devices.

WARNING: No backup device is configured. This is required to recover your system in case of failure.

Cisco Unified CM Administration
System version: 12.5.1.10000-2

VMware Installation: 1 vCPU Intel(R) Xeon(R) CPU E5-2660 v4 @ 2.00GHz, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned

User CCMAdministrator last logged in to this cluster on Monday, August 3, 2020 11:03:36 AM CDT, to node 10.51.53.175, from 10.90.246.193 using HTTPS

Copyright © 1999 - 2018 Cisco Systems, Inc.
All rights reserved.

This product centains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption.
Importers, exparters, distributors and users are responsible for compliance with U.S. and local country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local laws, return this product
immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For ion about Cisco Unified C: Manager please visit our Unified C System ion web site.

For Cisco Technical Support please visit our Technical Support web site.

®100% -

From the menu select Call Routing | Route / Hunt | Route Pattern.

[PV Cisco Unified GM Administration v

Search Documentation  About  Logout

aliiln  Cisco Unified CM Administration
€IS€Q  For Cisco Unified Communications Solutions

System + ‘ Gall Routing v | Media Resources ~  Advanced Features ~ Device v  Application v  User Management +  Bulk Administration +  Help

AR Group

Dial Rules »
A\ S Route Filter e system is currently unregistered and running in Evaluation mode with 69 days remaining. Register with Smart Software Manager or
23 S - BE— - *~ility to provision users and devices.
Route/Hunt > Route Group
1\ W SIP Route Pattern Local Route Group Names red to recover your system in case of failure.
Class of Control » Route List
Client Matter Codes ——
Forced Authorization Godes Line Group
Emergency Location 3 Hunt List
, disk 1: 80Gbytes, 6144Mbytes RAM, Partitions aligned
Transiation Pattem Hunt Pilot
Call Park
Directed Call Park
User CCHIA on Tuesday, August 11, 2020 2:14:15 PM CDT, to node 10.51.53.175, from 10.50.247.26 using HTTPS

Call Pickup Group

Copyright € Directory Number
All rights res
Meet-Me Number/Pattern
This product o Jject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption.
Importers, & onterence How isible for compliance with U.S. and local country laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and lecal laws, return this product

Dial Plan Installer

A summary Route Plan Report products may be found at our Export Compliance Product Report web site.
Forinformafl  Transformation » |anager please visit our Unified Ct i System web site.
For Cisco Te| Mobility * Bupport web site.

Logical Pariition Policy Gonfiguration
Extemal Call Gontrol Profile

HTTP Profile
Call Control Discovery 3
Global Dial Plan Replication »
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The following screen will appear. Click Add New

IRRRPINN Cicco Unified CM Administration | Go |

CCMAdministrator  Search Documentation  About  Logout

almfi,  Cisco Unified CM Administration
€I5€0  For Cisco Unified Communications Solutions

CallRouting »  Media Resources ~  Advanced Features ~ Device ~  Apphcation v  User Management «  Bulk Administration v  Help =

System =

Find and List Route Patterns

CJ Add New

Route Patterns
Find Route Patterns where [Pattern ~oegins with /[ | Find ][ clear Fiter |[ ][ =]
No acth Errg S
Add New

Set the following:

e Route Pattern: 21021XXX
Description: SR140-SIP 21021XXX
Gateway/Route List: SR140-SIP
Call Classification: OffNet

Cisco Unified CM Administration Navigation

For Cisco Unified Communications Solutions. CCMAdministrator  Search Documentation  About  Logout

System ~ | Call Roving +  Media Resources +  Advanced Features v Device ~ Applicaion = User Management ~ _ Bulk Adminiicaion = Help =
Route Pattern Configuration LRI Back To Find/List v || Go |

[ save

@ Status: Ready

[ Pattern
Route Pattern™* [2102000¢ ]
Route Partition [< None = v
Description [sR140-s1P 21021200¢ ]
Numbering Plan - Not Selected v
Route Filter < None > Y
MLPP Precedence * [efault v

[J apply call Blocking Percentage

Resource Priority Namespace Network Domain [ < None = v
Route Class* [Default v
Gateway/Route List* SR140-SIP V| (Edit)
Route Option ® Route this pattern

© Block this pattern
Call Classification® [offret v
external Call Contral Profile [ None > v

[ allow Device Override IProvide Outside Dial Tone [ Allow Overlap Sending [ ]urgent Priority

[ require Forced Authorization Code:
Authorization Level* \c

[ require Client Matter Code

Click Save
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Message from webpage X

The Authorization Code will not be activated.

Press OK if you want to proceed and activate it at a later time,
Press Cancel and check the Force Authorization Code
checkbox if you want to activate it now.

coce

Press OK.

Message from webpage X

Any update to this Route Pattern automatically resets the
! associated gateway or Route List

Press OK.

Repeat the same steps and set the following to route to the SR140-2:
e Route Pattern: 21022XXX
o Description: SR140-SIP-2 21022XXX
e Gateway/Route List: SR140-SIP-2
e (Call Classification: OffNet

alul  Cisco Unified CM Administration [TREMNOMN Cisco Unificd CM Administration '
€IS€0  For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation  About  Logout

System v  CallRouting v Media Resources v  Advanced Features v Device ~  Application v  User Management v  Bulk Administration v  Help v

Route Pattern Configuration CEEER TS Back To Find/List v || Go |

[ save

‘ @) e e

[ Pattern
Route Pattern™* [21022000¢ ]
Route Partition [< None = v
Description [sR1a0-51P-2 21022300¢ ]
Numbering Plan ~ Not Selected — v
Route Filter < None > ~
MLPP Precedence * [Default v

[J apply call Blocking Percentage

Resource Priority Namespace Network Domain [ < None = v
Route Class* [Default v
Gateway/Route List* SR140-51P-2 V| (Edit)
Routa Option Route this pattern

O Block this pattern
Call Classification™ [offtet v]
external Call Contral Profile [ None > v

[ allow Device Override IProvide Outside Dial Tone [ Allow Overlap Sending [ ]urgent Priority

[ require Farced Authorization Code
Authorization Level* o ]

[JRequire Client Matter Code

Click Save
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References

e Brooktrout Fax Products Installation and Configuration Guide
http://www.dialogic.com/manuals/brooktrout/default.htm

e CUCM Documentation Roadmaps
http://www.cisco.com/en/US/products/sw/voicesw/ps556/products documentation roadmaps list.html
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Terms of Use

Any software (“Software”) that is made available by Enghouse Interactive Inc. (“Enghouse”), together with any User
Documentation (“User Documentation”) is the copyrighted work of Enghouse. Use of the Software is governed by the
terms of a Master Purchase Agreement, End User License Agreement, or similar software license agreement (“License
Agreement”). End users are not legally authorized to install any Software that is accompanied by or includes a License
Agreement unless he or she first agrees to the License Agreement terms.

The Software is made available for installation solely for use by users according to the License Agreement. Any
reproduction or redistribution of the Software not in accordance with the License Agreement is expressly prohibited by
law and may result in severe civil and criminal penalties. Violators will be prosecuted to the maximum extent possible.

WITHOUT LIMITING THE FOREGOING, COPYING OR REPRODUCTION OF THE SOFTWARE TO ANY OTHER SERVER OR
LOCATION FOR FURTHER REPRODUCTION OR REDISTRIBUTION IS EXPRESSLY PROHIBITED, UNLESS SUCH REPRODUCTION
OR REDISTRIBUTION IS EXPRESSLY PERMITTED BY THE LICENSE AGREEMENT ACCOMPANYING SUCH SOFTWARE.

THE SOFTWARE IS WARRANTED, IF AT ALL, ONLY ACCORDING TO THE TERMS OF THE LICENSE AGREEMENT. ENGHOUSE
HEREBY DISCLAIMS ALL OTHER NON-EXPRESS WARRANTIES AND CONDITIONS WITH REGARD TO THE SOFTWARE,
INCLUDING ALL IMPLIED WARRANTIES AND CONDITIONS OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE,
TITLE, AND NON-INFRINGEMENT.

Enghouse grants a nonexclusive license to customer for use of the User Documentation. The User Documentation contains
copyrighted and other proprietary materials. By accepting the User Documentation, recipients agree that they will not
transmit, reproduce, or make available to any external third-party this User Documentation or any information contained
herein. Copying, reverse-engineering, or reselling any part of the Software or User Documentation is strictly prohibited.

The information contained in the User Documentation furnished by Enghouse is based on the most accurate information
available at the time of printing. No representation or warranty is made by Enghouse as to the accuracy or completeness
of such information or any ongoing obligation to update such information. Enghouse reserves the right to change the
information contained in this document without notice.

End User License Agreement (EULA)

These terms and conditions (“Agreement”) are applicable to any third party, who installs, downloads, and/or uses
Enghouse Software.

IF YOU HAVE A WRITTEN, SIGNED LICENSE AGREEMENT GOVERNING THE USE OF THE ACCOMPANYING SOFTWARE (AS
DEFINED HEREIN), THE TERMS AND CONDITIONS OF THAT AGREEMENT WILL APPLY TO YOUR USE OF THE SOFTWARE.
BEFORE YOU CLICK TO SELECT “I AGREE” OR “I ACCEPT” IN REFERENCE TO THIS AGREEMENT, CAREFULLY READ THE TERMS
AND CONDITIONS OF THIS AGREEMENT, AS THEY DEFINE YOUR RIGHTS AND OBLIGATIONS WITH RESPECT TO THE
SOFTWARE. BY SELECTING “I AGREE” OR “I ACCEPT” OR INSTALLING, DOWNLOADING OR USING THE SOFTWARE IN ANY
MANNER, YOU ARE AGREEING TO BE BOUND BY AND TO BECOME A PARTY TO THIS AGREEMENT. WHERE APPLICABLE, IF
YOU DO NOT AGREE TO ALL OF THE TERMS OF THIS AGREEMENT, DO NOT SELECT “I AGREE” OR “I ACCEPT” AND THE
SOFTWARE WILL NOT BE INSTALLED ON YOUR COMPUTER. AN INDIVIDUAL WHO DOES NOT HAVE AUTHORITY TO BIND
THE ENTITY USING THE SOFTWARE SHOULD NOT SELECT “l AGREE” OR “I ACCEPT” NOR SHOULD SUCH INDIVIDUAL USE
THE SOFTWARE WITHOUT OBTAINING APPROVAL OF THIS AGREEMENT FROM A PERSON HAVING SUCH AUTHORITY.
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1. SOFTWARE LICENSE TERMS AND CONDITIONS

1.1 Rights Granted to Customer: Enghouse grants to Customer a non-exclusive, non-transferable, license on a “Perpetual
or Term License or for right to access” as defined in the relevant Order Form (“OF”), to install, use and execute the
Software in object code form on a per-license basis at the location specified on the OF as may be changed by Customer
from time to time upon prior written notice to Enghouse, such Software License shall be limited to the site(s), number of
seats, Concurrent Users, agents, clients, servers, ports, devices, managed applications, and/or copies as applicable to the
Software obtained, not to exceed the number of licenses set forth on OF. Customer’s right to use the software shall be
contingent upon purchase of Maintenance and Support Services by Customer. The Software License shall become
effective upon Delivery of the Software and shall remain in force unless terminated. This right does not include permission
to grant sub-licenses or otherwise transfer such rights. Customer may not reverse engineer, disassemble or otherwise
translate the Software License provided pursuant to this Agreement. Enghouse, or any third party that owns the Software
License, retains exclusive title to and all rights to the Software. The Customer acknowledges that the Software and
documentation are the property of Enghouse and that the only right that the Customer obtains to the Software is the right
of use in accordance with the terms of this Agreement. To assist Enghouse in the performance of its duties under this
Agreement, to verify any license reporting requirements of Customer, and in the further protection of its proprietary
rights, Enghouse reserves the right to electronically confirm that Software licenses are being used in conformance to these
terms and in amounts purchased from Enghouse.

1.2 Software Title: No title to or ownership of the Software or any of its parts, the information it contains or in any
applicable rights therein, such as patents, copyrights and trade secrets, is transferred to Customer. Any reference to
“sale”, “purchase” or “subscription” of the Software shall be deemed to mean, “License on the terms contained in this
Agreement.” Enghouse considers the information contained in the Enghouse Software owned or created by Enghouse to
be trade secrets of Enghouse and any third-party software licenses which Enghouse may resell to Customer to be trade
secrets of such third-party licensor. Customer agrees to treat Software as Confidential Information and shall use the same
degree of care used by Customer to protect its own Confidential Information. Except as set forth herein, or as may be
permitted in writing by Enghouse, Customer will not provide, transmit or otherwise make available, the Software or any
part or copy thereof to any third party, reverse engineer, reverse compile or reverse assemble the Software in whole or in
part, or attempt to derive the source code, modify, adapt, translate, or create derivative works of the Software or any
updates or any part thereof. Notwithstanding the previous sentence, Customer may configure Software to meet
Customer’s needs and Customer preferences.

1.3 Restrictions: Customer may not publish, display, disclose, sell, rent, lease, loan, or distribute the Software, or any part
thereof. Customer may not assign, sublicense, convey or otherwise transfer, pledge as security or otherwise encumber the
rights and licenses granted hereunder with respect to the Software. Customer may not market, co-brand, and private label
or otherwise permit third parties to link to the Software, or any part thereof. Customer may not use the Software, or any
part thereof, in the operation of a service bureau or for the benefit of any other person or entity. Customer may not
cause, assist or permit any third party to do any of the foregoing.

1.4 Third Party Software: Some third party software (including some imbedded software) are exclusively licensed
pursuant to express end Customer license terms made available at http://www.enghouse.com/legal/agreements.html
(“Third Party EULA”). All third-party software are restricted for use solely in conjunction with the particular Software
intended by Licensor to be used therewith or with which Enghouse provides the third party software, and may not be used
with any other products, or on a stand-alone basis.

2. WARRANTIES

2.1 Limited Warranty: Enghouse warrants, for a period of thirty (30) days from date of delivery, that the Software will
substantially conform to the published specifications prevailing at the time of purchase or delivery. Enghouse's sole
obligation and liability hereunder will be to use reasonable efforts to remedy any such nonconformance which is reported
to Enghouse in writing within the warranty period. The exclusive remedy for any breach of the foregoing warranties is for
Enghouse to repair, modify, replace or re-perform (as applicable). Notwithstanding the foregoing, if longer warranty
periods are mandated under applicable law those periods shall apply for that location only.
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2.2 Disclaimer of Warranty: Except as otherwise specifically provided in this section, software is provided by Enghouse
and accepted by the customer "as is" and Enghouse gives to the customer no other representation or warranty of any
kind, express or implied, with respect to software or the performance or results of use thereof. Without limiting the
foregoing, Enghouse does not warrant that the software or the operation thereof is or will be error free or uninterrupted
or meets or will meet the Customer's requirements, and Enghouse gives no implied warranty of any kind, including,
without limitation, with regard to merchantability, non-infringement or fitness for any particular purpose and whether
arising by usage of trade, course of dealing or course of performance.

Enghouse does not make any warranties or representations to the adequacy or sufficiency in complying with the
telephone consumer protection act (“TCPA”), any decisions, directions or guidance given by OFCOM or any
communications regulatory authority in any other applicable jurisdiction.

3. LIMITATION OF LIABILITY

In no event shall Enghouse be liable for any damages resulting from loss of use, data, profit or business or for any punitive,
exemplary, special, indirect, incidental or consequential damages, whether arising in contract, tort or other legal theory.
Enghouse shall be limited to the lesser of the purchase price paid by the customer for the products or services under the
specific order relating to the claim in the prior six (6) month period. Enghouse shall have no liability for any custom
application programs. No action arising out of or in connection with this agreement or any transaction hereunder may be
brought by either party more than three (3) months after the cause of action has arisen, except for an action for non-
payment.

4. CONFIDENTIAL INFORMATION

Each party acknowledges that, in the course of performing its duties under this Agreement, it may obtain information
relating to the other party, which is of a confidential and proprietary nature (“Confidential Information”). Such
Confidential Information may include, but is not limited to, this Agreement, pricing and proposals, computer software,
trade secrets, know-how, inventions, techniques, processes, programs, schematics, data, customer lists, financial
information and sales and marketing plans. Each party shall at all times maintain in the strictest confidence and trust all
such Confidential Information, which shall not be less than those measures employed by each party in protecting its own
Confidential Information of equivalent value. Customer and its employees agree not to disclose such information to any
third party.

5. GENERAL

5.1 Injunctive Relief: Customer acknowledges that remedies at law may be inadequate to provide Enghouse with full
compensation in the event of Customer’s material breach of any: (i) license grant hereunder, (ii) confidentiality and
nondisclosure obligations herein, or (iii) intellectual property rights of Enghouse, and that Enghouse shall therefore be
entitled, without bond or other security obligation, to seek injunctive relief in the event of any such material breach.

5.2 Verification: At the request of Enghouse, Customer shall furnish Enghouse with a signed statement that the Software
is being used pursuant to the terms and conditions of this Agreement. If Enghouse has reason to believe that the Software
is not being used in accordance with the terms and conditions of this Agreement, Customer shall permit Enghouse to
review your relevant records and inspect your facilities to verify compliance with this Agreement. In the event such
inspection results in fees due to Enghouse, Customer shall immediately pay those fees to Enghouse, and any reasonable
inspection costs.

5.3 Exports: This Agreement is expressly made subject to applicable laws, regulations, orders or other restrictions on the

export of the Software or information about such Software which may be imposed from time to time. Customer shall not
export the Software, documentation or information about the Software and documentation without complying with such
laws, regulations orders or other restrictions. Customer agrees to indemnify Enghouse and its licensors against all claims,

losses, damages, liabilities, costs and expenses, including reasonable legal fees, to the extent such claims arise out of any

breach of this section.
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5.4 Termination: Upon termination, Customer agrees to destroy or return all copies of the Software and documentation
and to certify in writing that all known copies, including archived copies, have been destroyed. All provisions relating to
confidentiality, proprietary rights and limitation of liability shall survive the termination of this Agreement.

5.5 Installation Services: Customer may purchase installation services from Enghouse for any Products and/or Services
ordered. As conditions to such installation, Customer will permit Enghouse reasonable access to the installation site, will
prepare the installation site in accordance with Enghouse's site preparation specifications and will store the delivered
Products at the site until the installation date.

5.6 Customer Responsibility: Customer may assign a knowledgeable representative to act as project manager to provide
information, answer questions and make decisions on behalf of Customer. Customer is responsible for the acquisition of
all peripheral equipment such as NT1s, PCs and printers and is also responsible for the initial and recurring costs of
network services. Customer is responsible for installation of any local area network, host computer and telephone system
connectivity required to support the Installation. Prior to Installation, Customer is responsible for providing: (i) a
completed and accurate site preparation checklist; and (ii) a stable operating environment (network, host computer,
servers, telephone system, etc.). In no event shall Enghouse be liable for any failure or delay caused by events beyond its
control, including, without limitation, the failure of Customer to furnish the necessary information to Enghouse to fulfill
this Agreement and/or a completed site preparation checklist or failures or substitutions of Customer's Existing System.

5.7 Training: If Customer purchases any training classes and/or consulting services, Customer has up to six (6) months
from the date of the OF to schedule and complete the Services. In the event Customer fails to do so due to no fault of
Enghouse, all fees paid toward such classes shall not be refunded. Customer shall be responsible for all expenses incurred
by its employees in connection with this training, including course fees and potential travel expenses.

5.8 Maintenance and Support: Customer is obligated to purchase Maintenance and Support Services in order to use the
license(s). If applicable, Software releases will be delivered on a load and leave or electronically transferred basis.

5.9 Force Majeure: Enghouse shall not be liable for any failure or delay caused by events beyond its control, including,
without limitation, sabotage, failures or delays in transportation or communications, labor disputes, accidents, shortages
of labor, fuel, raw materials or equipment, or terrorist act. If Enghouse should fail to make any delivery provided for herein
as a result of any such event or circumstance beyond its own direct control, Enghouse shall have the right to make delivery
within a reasonable time after the cause of such delay has been removed, and Customer shall be obligated to accept
deferred Delivery.

5.10 Entire Agreement: This Agreement is the entire agreement of the parties regarding the subject matter hereof, and
supersedes and terminates any prior agreements, understandings or representations, written or oral, except with respect
to any trade indebtedness owing between the parties. This order, the definition of terms used, performance hereunder,
and the interpretation of this order shall be governed by and construed in accordance with the laws, other than the
conflicts of laws rules, of the State of Delaware.
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